
   

 

 

 

R isks with Mobi le  
Banking 
Be aware that you should treat your cell 
phone or table like a computer. 

 Make sure you lock your devices 
with a PIN, password, or 
fingerprint. 

 Consider some form of anti-
malware software. 

 Be careful when downloading 
apps and make sure they are 
from a reputable source. Read 
the app’s privacy policy to make 
sure that it is not sharing your 
personal information. 

 Restrict use of public wi-fi, 
which are inherently less secure. 

 Guard against loss of your 
device, make it a habit to know 
where devices are at all times. 

 Explore one of the security apps 
that will erase the device’s 
content remotely. 

 Avoid clicking on links in text 
messages or emails.  These may 
lead to malicious websites or 
downloads. 

 Don’t safe login information on 
your device, especially to online 
banking or e-shopping sites. 

 Set your device to auto-lock 
after a certain period of time. 
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Mobile Banking is Growing 
Union State Bank would like to help you access 
your accounts; transfer funds between your 
accounts, make loan payments and pay bills!    
This convenience is a wonderful thing but there are 
some things you should do to make sure your 
information is safe. 
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